
Brutal CMS Permissions 
Permissions put a limit on what users can do within BOS, or your front-end 

application. Permissions are determined by what group the user is 

associated with. 

User Groups 

There are four types of user groups: 

BOS Admin Administrator Editor Member 

Superuser account with 

full administrative 

rights to everything. 

Application owner. 

Account with full 

administrative rights 

to everything.  

End-user account with 

access to edit front-

end content. 

End-user account for 

front-end application. 

 

General Access 

Below is a matrix of modules that each user group has access to in BOS: 

Modules BOS Admin Administrator Editor Member 

SAD √ √   
PAD √ √   
HAPI √ √   
DICK √ √   
BLUEPRINT √ √   
PAGES √ √ √  
JACK √ √ √  
CRUDE √ √ √  
FAM √ √ √ √ 
PAWS √ √ √ √ 
CAD √ √ √ √ 
MAD √ √ √ √ 
EDU √ √ √ √ 
SLIDES √ √ √ √ 
SHOP √ √ √ √ 
SEDIT* √    
* SEDIT is an advanced source code editor tool.  ONLY the Superuser (application owner) should have access to this. 

Some modules have additional permissions for each group. See each module’s 
documentation for permission specifics.  


